1. Which of the following are SCSI types that allow for 16 devices, including the adapter, to be connected on a single shared cable? -  Ultra Wide SCSI, Fast Wide SCSI

2. What do you call the part of a CDROM drive's head assembly that moves across the disk to read it? Write Actuator
3. 40 MBps and a maximum cable length of 12 meters.  - Ultra 2 SCSI

4. What is clock speed of the AGPx8 expansion slot?

5. How can HyperThreading be disabled on a 2.8 GHz Pentium 4 system?

6. a specialization of DDR SDRAM and Synchronous Graphics RAM

7. The PC100 SDRAM modules required 8 ns DRAM chips operating at 125 MHz

8. What is the bandwidth supported by a 200pin SODIMM module? 64 Bits

9. IrDA range is about 1 meter.

10. The portable printer requires more power than is available through the USB hub
11. When a 1.4 GHz laptop is operating at 800 MHz, the MOST likely cause is that a processor throttling technology is being used

12. Which printers use a printhead and ink supply? Bubblejet

13. Which printer would you find the paper registration rollers? Laser

14. The polyester resin makes the "flow" of the toner better.

15. High voltage power supply (HVPS) supplies the transfer corona assemblies.

16. If a printer is not printing full color correctly or blurred, calibrate the printer.

17. The scanner light comes on but when the scan button is pressed, nothing happens

18. The usual cause of the paper jams in Bubblejet printers - paper

19. Which access method is used in IEEE 802.11 networks? CSMA/CA
20. 1000BASETX network – Cat5e
21. Which of the following is the number of IDE devices that your system supports if it is employing ATA2 technology or higher? 4
22. IDE channels – 2 HD per channel
23. A multimeter  and a TimeDomain Reflectometer (TDR) check line breaks
24. The computer makes several beeps and freezes during the POST - memory.
25. Nickel Cadmium (NiCD) – short battery life
26. The three basic access control mechanisms are: MAC (Mandatory Access Control), DAC (Discretionary Access Control) and RBAC (Role Based Access Control).
27. You find that your domain name server is resolving the domain name to the incorrect IPaddress. Spoofing
28. Social Engineering is an attack that exploits the way people behave and interact
In computer security systems, this type of attack is usually the most successful, 
29. The FIRST thing a technician should do when making an onsite call - permission
Which of the following questions would you ask a client when troubleshooting their systems? 
- Can you show me the problem?
- Has any new software been installed recently?
- Have any other changes been made to the computer recently?

Which of the following troubleshooting steps usually takes place after you have talked to the user experiencing the problem? 
-  Gathering information on the issue.

Which of the following troubleshooting steps requires you to have knowledge on the different system and configuration areas, and the utilities needed to troubleshoot these areas?
-  Isolating possible causes of the issue, and eliminating possibilities.

What would you ask a customer when he reports a blank monitor? Is the resolution down
- A video card failure is indicated by one short beep and no display on the screen.
- A large amount of water is spilt on the floor of the server room call supervisor
- A technician notices that there is a leak from the ceiling of the server room call building sup.
- On a Material Safety Data Sheet (MSDS) you will not find which the following? Safety first measures
- Which techniques are NOT when explaining a repair process to a customer? Jargon
- When taking a call from a customer what is important for the technician to do? In Control
 An important thing to remember when helping an angry customer is to remain calm
While in a meeting, how would you describe the situation in making sure that the speaker is being heard? - Active listening

- An example of assertive communication would be 'Help me understand why… '
- A technician overhears a confidential conversation while repairing a computer in a CEO's office. From the following what should the technician do? Retreat quietly and keep the information in confidence.
- While working at a customer's home a customer's child is being disruptive and distracting the technician from his duties.  Ask to remove child.
- While working at a customer's home a technician receives a phone call from a coworker. The call is about a difficult problem that he needs to sort out. - Ask the coworker to call back later and continue working.
- While working at a customer's home, the customer informs the technician that the customer has to go out for a few minutes. – Leave also.

A technician needs to reinstall the operating system on a customer's computer and best way to explain? - I will need to restore your system and data loss may occur.
- A technician needs to repair a customer's computer in a secure area. The technician will have to reboot the computer several times but the computer is password protected. – Announce reboots
- A customer asks a technician to install an unlicensed application on his computer. What should the technician do? Refuse
- While working onsite, customer asks a technician to do extra work. Project creep, contact supervisor.
- A user asks the technician to sort out a network problem but the technician is unable to assist as this is not part of the services he provides.  Help find proper helper
-After a technician installs an application on a user's computer, the user asks whether the technician could install another application.  Refuse or consult supervisor
-A technician receives an urgent page while working onsite.  Politely ask to be excused.
